Lab 5

5.3 - In §[5.1](file:///Volumes/Hackintosh%20HDD%201/CSCE%20465/Network-Security-Textbook-CSCE-465/ch05lev1sec1.html#ch05lev1sec1) Introduction we discuss the devious secretary Bob having an automatic means of generating many messages that Alice would sign, and many messages that Bob would like to send. By the birthday problem, by the time Bob has tried a total of 232 messages, he will probably have found two with the same message digest. The problem is, both may be of the same type, which would not do him any good. How many messages must Bob try before it is probable that he'll have messages with matching digests, and that the messages will be of opposite types?

* Bob generates 2^32 messages. Therefore, there is a probability that type 1 matches type 2. This probability is . Because of this, a 2^32 type 2 will most likely have a match with a 2^32 type 1.

5.4 - In §[5.2.4.2](file:///Volumes/Hackintosh%20HDD%201/CSCE%20465/Network-Security-Textbook-CSCE-465/ch05lev1sec2.html#ch05lev3sec4) Hashing Large Messages, we described a hash algorithm in which a constant was successively encrypted with blocks of the message. We showed that you could find two messages with the same hash value in about 232 operations. So, we suggested doubling the hash size by using the message twice, first in forward order to make up the first half of the hash, and then in reverse order for the second half of the hash. Assuming a 64-bit encryption block, how could you find two messages with the same hash value in about 232 iterations? Hint: consider blockwise palindromic messages.

* The digest size still needs to be 64 bits. The iterations will also be the same. A collision will occur if a palindrome exists when the 2 messages are hashed.

5.14 - For purposes of this exercise, we will define random as having all elements equally likely to be chosen. So, a function that selects a 100-bit number will be random if every 100-bit number is equally likely to be chosen. Using this definition, if we look at the function "+" and we have two inputs, x and y, then the output will be random if at least one of x and y are random. For instance, y can always be 51, and yet the output will be random if x is random. For the following functions, find sufficient conditions for x, y, and z under which the output will be random:

| * ~x * If x is random, then y and z will be independent |
| --- |
| * x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2295.GIFy * if y or x is random, then z will be independent |
| * x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2228.GIFy * if x or y is random x != y, then z will be independent |
| * x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFy * is x or y is random and x != y, then z will be independent |
| * (x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFy)/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2228.GIF(~x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFz) [the selection function] * If x and y are different to get a non-zero value or if ~x and z differ |
|  |
| * (x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFy)/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2228.GIF(x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFz)/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2228.GIF(y/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2227.GIFz) [the majority function] * If x, y or z are different in 1 bit or more * (x /Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2295.GIF y /Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2295.GIF z) * Will be random if either 2 of the 3 are different by 1 bit or more * y/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2295.GIF(x/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/U2228.GIF-z) * Will be random if either x or ~z are different |
|  |

6.2 - In section §[6.4.2](file:///Volumes/Hackintosh%20HDD%201/CSCE%20465/Network-Security-Textbook-CSCE-465/ch06lev1sec4.html#ch06lev2sec11) Defenses Against Man-in-the-Middle Attack, it states that encrypting the Diffie-Hellman value with the other side's public key prevents the attack. Why is this the case, given that an attacker can encrypt whatever it wants with the other side's public key?

* The hacker will not be able to decrypt the Diffie Helman values. Because of this, he will not be able to compute the shared secrets.

6.8 - Suppose Fred sees your RSA signature on m1 and on m2 (i.e. he sees ![/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/183equ01.jpg](data:image/jpeg;base64,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)mod n and ![/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/183equ02.jpg](data:image/jpeg;base64,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)mod n). How does he compute the signature on each of ![/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/183equ03.jpg](data:image/jpeg;base64,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)mod n (for positive integer j), ![/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/183equ04.jpg](data:image/jpeg;base64,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)mod n, m1·m2 mod n, and in general ![/Volumes/Hackintosh HDD 1/CSCE 465/Network-Security-Textbook-CSCE-465/183equ05.jpg](data:image/jpeg;base64,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)mod n (for arbitrary integers j and k)?

* If Freddie boi saw my RSA signature and tried to compute the signature, he would need to raise my signature on m1 to the jth power modulus n. From there, compute the inverse mod n of m1 ( ), then (m1 \* m2)mod(n). Then (m1j)dmod(n) = (m1d)jmod(n), then (m1-1)dmod(n) = (m1d)-1mod(n) and then (m1\* m2)dmod(n) = (m1d)m2dmod(n).
* So when he gets the general case m1jm2kmod(n), he can get my signature on m1sgnjmod(n) and raise it to the jth power and get signature m2sgnkmod(n) and raise to the kth power to get .